
Overview and Capabilities
• We conduct behavioural science research and innovation for defence and security applications. 

• Core mission: enhance understanding of how people and machines interact in our super-connected world.

• Cultural drivers of security 
behaviour risk

• Novel experimentation methods

• Cyber adversary cognition and 
decision-making

• Psychology

• Anthropology and 
evolutionary science

• Behavioural economics

• Systems, information and 
network science

Disciplines Methods Applications

• Evidence base curation

• Expert elicitation

• Observation and qualitative study 
design

• Experimentation

• Mixed methods measurement and 
evaluation 



IARPA ReSCIND: our contribution
• Previous preliminary work: understanding cyber adversary cognition evidence base

• Next steps: mixed methods study design and experimentation 

1. Literature review and 
hypothesis generation

2. Open source data 
collection / case 
study development

Evidence 
bases

3. Mixed methods 
study design

4. Measurement and 
evaluation
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